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GDPR Compliance and Data Security 

The General Data Protection Regulation (“GDPR”) takes effect on 25 May 2018. According to its opening chapter, the GDPR’s 

primary objective is to protect people’s fundamental rights in the security and privacy of their personal data while also ensuring 

the free movement of personal data within the European Union. The GDPR represents a long-awaited replacement of the old 

regulatory regime under the European Privacy Directive. 

Evolve Technologies’ business provides innovative tools that help our partners and customers protect, store, safeguard, and 

understand their data. We therefore embrace and welcome GDPR.  

Evolve Technologies is built on the trust and confidence that our end-user customers, partners, and employees place in us.  

This trust is based on our long-standing record of delivering reliable and superior products and services. To meet this expectation 

today and in the future, the application of industry-leading data security policies and practices has been, and will continue to be, 

an integral part of our business conduct. 

Evolve Technologies is committed to processing data in compliance with applicable GDPR principles, including lawfulness, fairness, 

and transparency; purpose limitation; data minimization; accuracy; storage limitation; integrity and confidentiality; and 

accountability.  

Evolve Technologies has already implemented wide-ranging data protection and security measures.  We continue to review and 

update our internal data processes and systems in light of any changes made by the GDPR.  

Security Practices and Procedures 

A key aspect of GDPR compliance is adopting and following responsible data security practices. To consistently meet this 

objective, Evolve Technologies has implemented an Internal Information Security Program, which forms the foundation for many 

of our company policies, processes, practices, and procedures. It addresses Evolve Technologies’ corporate security principles, 

as well as policies and procedures related to operational, administrative, physical, and technical security controls. The Information 

Security Program also assists in the management of the internal security of intellectual property and sensitive employee and 

channel partner data, and it provides assurances to our valued partners, customers, auditors, and regulators.  

Finally, Evolve Technologies continuously conducts audits to ensure its processes are working as intended. Evolve Technologies 

continues to provide solid and secure solutions for our customers. 

Cloud Solutions 

Both Evolve Technologies and its partners expect high availability of data. Our cloud solutions employ high-end, high-availability, 

redundant hardware. 

More information about Office 365 privacy policy and Data Security can be referenced here – 

https://www.microsoft.com/en-au/trust-center/privacy/gdpr-overview 

https://www.microsoft.com/en-au/trust-center/privacy 

 

Contact 

GDPR-related questions can be addressed to Service Desk | Evolve Technologies Pty Ltd <service@evolvetech.com.au> 

https://www.microsoft.com/en-au/trust-center/privacy/gdpr-overview
https://www.microsoft.com/en-au/trust-center/privacy

